**{Authentication}**

**Context and Problem Statement**

{The system needs to authenticate users who log in to allow them to borrow items securely. Authentication is essential to ensure accountability, protect user data, and prevent unauthorised access (Jones, Bradley, & Sakimura, 2015).}

**Decision Drivers**

* {Security will prevent unauthorised access and ensure user data is protected (Ethelbert et al., 2017).}
* {Compliance will meet the industry security standards and regulations(e.g., GDPR) (Singh et al., 2023).}
* {Easier to manage user roles and permissions (Nardone & Scarioni, 2023).}

**Considered Options**

* {Authentication: Username and password-based authentication}
* {No Authentication: Open access, allowing borrowing without verification}
* {JSON Web Tokens: Uses a token with claims to authenticate the user (Jones, Bradley, & Sakimura, 2015).}

**Decision Outcome**

Chosen option: "{JSON Web Tokens}", because this ensures security, accountability, and a seamless borrowing process while meeting regulatory requirements (Ethelbert et al., 2017). Open access is not viable for a secure system.

**Consequences**

* Good, because {Provides accountability and prevents unauthorised use (Ethelbert et al., 2017).}
* Good, because {Ensures user data is protected (Singh et al., 2023.}
* Good, because {Allows rate limiting (Shingala, 2019).}
* Neutral, because {Authentication can add complexity.}
* Bad, because {Requires users to create and remember credentials (Nardone & Scarioni, 2023).}

**Confirmation**

The implementation will be validated through:

1. Design Review: Ensuring the authentication process meets system requirements.
2. Code Testing: Using unit tests to verify functionality.
3. Security Testing: Conduct tests to ensure the system can handle attacks (Shingala, 2019).

**Pros and Cons of the Options**

**{Authentication}**

* Good, because {Provides reliability and security (Singh et al., 2023).}
* Good, because {Supports future enhancements (e.g., 2FA) (Nardone & Scarioni, 2023).}
* Neutral, because {Can add minor complexity for end-users.}
* Bad, because {May require additional development time and cost.}

**{No Authentication}**

* Good, because {Simpler to implement, reducing initial development time.}
* Bad, because {No accountability for borrowed items (Ethelbert et al., 2017).}
* Bad, because {Expose the system to unauthorised access (Jones, Bradley, & Sakimura, 2015).}

**{JSON Web Token}**

* Good, because {More secure than the other two options (Jones, Bradley, & Sakimura, 2015).}]
* Good, because {You can rate limit the access (Shingala, 2019).}
* Neutral, because {It is more difficult to implement than the other two options.}
* Bad, because {Without refresh tokens, it’s hard to revoke access (Singh et al., 2023).}

**More Information**
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